AGR19-912-A1

AMENDMENT NO. 1TO
INCORPORATED COUNTY OF LOS ALAMOS
AGR19-912 EXHIBIT D, BETWEEN THE
INCORPORATED COUNTY OF LOS ALAMOS, NEW MEXICO AND
SENSUS USA INC. AND TO INCREASE COMPENSATION FOR ADDITIONAL
SERVICES

WHEREAS, the County entered into a Software as a Service/Spectrum and Technical
Support Agreement on 8 March 2019 ( “Agreement”) with Sensus USA Inc. (“Sensus”) as
part of County Agreement AGR19-912 to provide advanced metering infrastructure
(“AMI”) software as a service, communication spectrum, and technical support; and

WHEREAS, it was understood that the County would procure from Sensus, as part of
the Ferguson AMI agreement, AGR19-912, a customer portal to allow County utility
customers the ability to access their data recorded by the Sensus smart meters and smart
points associated with their personal DPU accounts for the purpose of viewing their
consumption of natural gas, water and electricity, setting up customized alerts, and
providing an additional communication channel to Los Alamos County Department of
Public Utilities (“Department” or “DPU”) via an on-line internet based software as a
service; and

WHEREAS, the County’s Procurement Officer has determined that this software as a
service is available only from Sensus and a sole source procurement is appropriate under
the circumstances; and

WHEREAS, the Board of Public Utilities approved the amendment to AGR19-912 at
its November 18, 2020 public meeting; and

WHEREAS, the County Council approved the amendment at its December 1, 2020
public meeting.

NOW WHEREFORE for the mutual promises herein made, the Parties hereby agree
as follows:

SECTION 1. Exhibit D to the Sensus agreement, AGR19-912, is hereby amended to
amend Exhibit A of Part 2 of Exhibit D as attached hereto as Attachment 1.

SECTION 2. COSTS. Exhibit A of AGR19-912 is hereby amended to add Exhibit A.1,
attached hereto as Attachment 2, as the additional costs and price for a customer portal
and additional services related thereto.
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SECTION 3. Section IV. A. of AGR19-912 (Compensation), is hereby amended
as follows:

A. Amount of Compensation.

County agrees to purchase the Materials and Services, as set forth in Exhibits A
from Ferguson and Sensus. Ferguson agrees to sell to County the Materials and
Services at the prices and in the quantities set forth on Exhibit A, as applicable,
and on the terms and conditions set forth in this Agreement. County shall pay
compensation for performance of the Services in an amount NOT TO EXCEED
FIVE MILLION SEVENTY-THIRTY-FIVE THOUSAND, AND SIXTY DOLLARS
($5,735,060.00), which amount does not include applicable New Mexico gross
receipts taxes ("NMGRT").

Section 3. All other terms and conditions in the Sensus agreement remain effective.

IN WITNESS WHEREOF, the parties have executed this Amendment No. 1 on the
date(s) set forth opposite the signatures of their authorized representatives to be effective
for all purposes on the date first written above.

ATTEST INCORPORATED COUNTY OF LOS ALAMOS
By:

NAOMI D. MAESTAS PHILO S. SHELTON, llI, P.E. DATE

COUNTY CLERK UTILITIES MANAGER

Approved as to form:

J. ALVIN LEAPHART
COUNTY ATTORNEY FERGUSON, INC., A VIRGINIA CORPORATION

By:
NAME: DATE
TITLE:
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FIRST AMENDMENT TO THE
ADVANCED METERING INFRASTRUCTURE AGREEMENT
(“First Amendment”)

This First Amendment is made this ___ day of 2020 (“Effective Date”), by and between Sensus USA Inc., a
corporation of the State of Delaware, with offices at 637 Davis Drive, Morrisville, North Carolina 27560 (“Sensus”), and the Incorporated
County of Los Alamos, New Mexico (“Customer”).

WHEREAS, Sensus and Customer entered into an Advanced Metering Infrastructure Agreement on April 4, 2019 (“Agreement”);

and
WHEREAS the parties desire to amend the Agreement according to the terms and conditions in this First Amendment.

NOW THEREFORE, in consideration of the mutual covenants, terms, and conditions set forth in this First Amendment, the parties
hereto mutually covenant and agree to amend the Agreement as follows:

1. Defined Terms. Any terms used in this First Amendment as defined terms, and which are not defined herein, shall have the
meanings given to those terms in the Agreement.

2. Software. By way of this First Amendment, Customer hereby elects to add Consumer Portal to the Sensus Analytics
Enhanced Package. Accordingly, Exhibit A of Part 2 of the Agreement is hereby replaced in its entirety with the Exhibit A
attached hereto.

3. Entire Agreement. The Agreement, as amended by this First Amendment, constitutes and contains the entire understanding
and agreement of the parties. To the extent that the provisions of this First Amendment are inconsistent with the Agreement,
the terms of this First Amendment shall control. Except as expressly amended or modified in this First Agreement, all other
terms and conditions of the Agreement shall remain in full force and effect and this First Amendment shall be binding upon the
parties.

IN WITNESS WHEREOF, the parties hereto have caused this First Amendment to be signed by their respective officers,
authorized as of the day and year written above.

SENSUS USAINC. THE INCORPORATED COUNTY OF LOS ALAMOS
By: By:

Name: Name:

Title: Title:

Date: Date:
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Exhibit A
Software

Software as a Service
Description of Services.

This exhibit contains the details of the Software as a Service that Sensus shall provide to Customer if both; (i) pricing for the application of Software as a Service has
been provided to the Customer; and (ii) the Customer is current in its payments to Sensus’ authorized distributor for such application of Software as a Service.

1.

A

Software as a Service Generally.

Software as a Service is a managed service in which Sensus will be responsible for the day-to-day monitoring, maintenance, management, and supporting of
Customer’s software applications. In a Software as a Service solution, Sensus owns all components of the solution (server hardware, storage, data center,
network equipment, Sensus software, and all third-party software) required to run and operate the application. These software applications consist of the following
(each an “Application”):

e Regional Network Interface (RNI) Software
e Sensus Analytics

o Enhanced Package
e Consumer Portal

The managed application systems consist of the hardware, Sensus Software, and other third-party software that is required to operate the software applications.
Each Application will have a production, and Disaster Recovery (as described below) environment Test environments are not provided unless otherwise
specifically agreed by Sensus in writing. Sensus will manage the Applications by providing 24 x 7 x 365 monitoring of the availability and performance of the
Applications.
Use of Software as a Service. Subject to the terms of this Agreement, Sensus shall make Software as a Service available to Customer to access and use
solely for the Permitted Use and solely for so long as Customer is current in its payments to Sensus or its authorized distributor for Software as a Service. The
Software as a Service term commences on the date that Sensus first makes Software as a Service available to Customer for use, and ends upon the earlier of:
(i) the expiration or termination of the Agreement; (ii) breach by Customer of this exhibit or the Agreement; or (iii) Customer’s termination of Software as a
Service as set forth in paragraph (C) below.
Termination of an Application. Customer shall have the option at any time before the end of the Term to terminate any Application by giving Sensus one
hundred twenty (120) days prior written notice. Such notice, once delivered to Sensus, is irrevocable. Should Customer elect to terminate any Application,
Customer acknowledges that; (a) Customer shall pay all applicable fees, including any unpaid Software as a Service fees due in the current calendar year plus
a ten percent (10%) early termination fee, where such fee is calculated based on the annual Software as a Service fee due in the current calendar year; and
(b) Software as a Service for such Application shall immediately cease. If Customer elects to terminate the RNI Application in the Software as a Service
environment but does not terminate the Agreement generally, then upon delivery of the notice to Sensus, Customer shall purchase the necessary (a) RNI
hardware from a third party and (b) RNI software license at Sensus' then-current pricing. No portion of the Software as a Service fees shall be applied to the
purchase of the RNI hardware or software license.
Software as a Service means only the following services:

i.  Sensus will provide the use of required hardware, located at Sensus’ or a third-party’s data center facility (as determined by Sensus), that is necessary

to operate the Application.

ii. Sensus will provide production and disaster recovery environments for Application.
iii. Sensus will provide patches, updates, and upgrades to latest Sensus Hosted Software release.
iv.  Sensus will configure and manage the equipment (server hardware, routers, switches, firewalls, etc.) in the data centers:

(@)  Network addresses and virtual private networks (VPN)

(b)  Standard time source (NTP or GPS)

(c)  Security access points

(d)  Respond to relevant alarms and notifications

v. Capacity and performance management. Sensus will:

(@)  Monitor capacity and performance of the Application server and software applications 24x7x365 using KPI metrics, thresholds, and alerts to
proactively identify any potential issues related to system capacity and/or performance (i.e. database, backspool, logs, message broker storage,
etc.)

(b)  If anissue is identified to have a potential impact to the system, Sensus will open an incident ticket and manage the ticket through resolution per
Exhibit B, Technical Support.

()  Manage and maintain the performance of the server and perform any change or configuration to the server, in accordance to standard
configuration and change management policies and procedures.

(d) Manage and maintain the server storage capacity and performance of the Storage Area Network (SAN), in accordance to standard configuration
and change management policies and procedures.

(e)  Exceptions may occur to the system that require Sensus to take immediate action to maintain the system capacity and performance levels, and
Sensus has authority to make changes without Customer approval as needed, in accordance to standard configuration and change management
policies and procedures.

vi. Database management. Sensus will:
(@)  Implement the data retention plan and policy, and will provide the policy upon request.
(b)  Monitor space and capacity requirements.

(c)  Respond to database alarms and notifications.

(d) Install database software upgrades and patches.
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Vii.

viii.

(e)  Perform routine database maintenance and cleanup of database to improve capacity and performance, such as rebuilding indexes, updating
indexes, consistency checks, run SQL query/agent jobs, etc.
Incident and Problem Management. Sensus will:
a) Proactively monitor managed systems (24x7x365) for key events and thresholds to proactively detect and identify incidents.
) Respond to incidents and problems that may occur to the Application(s).
c) Maintain policies and procedures for responding to incidents and performing root cause analysis for ongoing problems.
) Correlate incidents and problems where applicable.
) Sensus personnel will use the self-service portal to document and track incidents.
f)  Inthe event that Sensus personnel is unable to resolve an issue, the issue will be escalated to the appropriate Subject Matter Expert (SME).
g) Maintain responsibility for managing incident and problems through resolution and will coordinate with Customer’s personnel and/or any required
third-party vendor to resolve the issue.
(h)  Provide telephone support consistent with Exhibit B, Technical Support in the case of undetected events.
Security Management. Sensus will:
(@)  Monitor the physical and cyber security of the server and Application(s) 24x7x365 to ensure system is highly secure in accordance with NIST
Security Standards.
) Perform active intrusion prevention and detection of the data center network and firewalls, and monitor logs and alerts.
c)  Conduct period penetration testing of the network and data center facilities.
) Conduct monthly vulnerability scanning by both internal staff and external vendors.
)

ST eSS

e) Perform anti-virus and Malware patch management on all systems.

f)  Install updates to virus protection software and related files (including virus signature files and similar files) on all servers from the update being
generally available from the anti-virus software provider.

(9) Respond to any potential threat found on the system and work to eliminate any virus or malware found.

(h)  Adhere to and submit certification to NERC/CIP Cyber Security standards.

() Monitors industry regulation/standards regarding security - NERC, FERC, NIST, OpenSG, etc. through the dedicated Sensus security team.

()  Provide secure web portal access (SSL) to the Application(s).

Backup and Disaster Recovery Management. Sensus will:

(@)  Perform daily backups of data providing one (1) year of history for auditing and restoration purposes.

(b)  Back-up and store data (on tapes or other storage media as appropriate) off-site to provide protection against disasters and to meet file recovery
needs.

(c)  Conduct incremental and full back-ups to capture data, and changes to data, on the Application(s).

(d) Replicate the Application(s) environments to a geographically separated data center location to provide a full disaster recovery environment for the
Application production system.

(e) Provide disaster recovery environment and perform fail-over to Disaster Recovery environment within forty-eight (48) hours of declared event.

()  Generate a report following each and any disaster measuring performance against the disaster recovery plan and identification of problem areas
and plans for resolution.

(9) Maintain a disaster recovery plan. In the event of a disaster, Sensus shall provide the services in accordance with the disaster recovery plan.

(h)  Inthe case of a disaster and loss of access to or use of the Application, Sensus would use commercially reasonable efforts per the Recovery Time
Objectives (RTO) and Recovery Point Objectives (RPO) specified herein to restore operations at the same location or at a backup location within
forty-eight (48) hours.

()  The Application shall have a RTO of forty-eight (48) hours.

()  The RPO shall be a full recovery of the Application(s), with an RPO of one (1) hours, using no more than a twenty-four (24) hour old backup. All
meter-related data shall be pushed from each Base Station/TGB restoring the database to real-time minus external interfaced systems from the
day prior.

(k)  Data from external interfaced systems shall be recreated within a forty-eight (48) hour period with the assistance of Customer personnel and staff,
as needed.

E.  Customer Responsibilities:

vi.

Vii.
viii.

Xi.

Coordinate and schedule any changes submitted by Sensus to the system in accordance with standard configuration and change management
procedures.

Participate in all required configuration and change management procedures.

Customer will log incidents related to the managed Application with Sensus personnel via email, web portal ticket entry, or phone call.
Responsible for periodic processing of accounts or readings (i.e., billing files) for Customer’s billing system for billing or other analysis purposes.
Responsible for any field labor to troubleshoot any SmartPoint modules or smart meters in the field in populations that have been previously deployed
and accepted.

First response labor to troubleshoot FlexNet Base Station, R100s, Remote Transceivers or other field network equipment.

Responsible for local area network configuration, management, and support.

Identify and research problems with meter reads and meter read performance.

Create and manage user accounts.

Customize application configurations.

Support application users.
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Xii.
Xiii.
Xiv.

Investigate application operational issues (e.g., meter reads, reports, alarms, etc.).
Respond to alarms and notifications.
Perform firmware upgrades over-the-air, or delegate and monitor field personnel for on-site upgrades.

F.  Software as a Service does not include any of the following services:

Parts or labor required to repair damage to any field network equipment that is the result of a Force Majeure event.
Any integration between applications, such as Harris MeterSense, would require a Professional Services contract agreement to be scoped, submitted,
and agreed in a signed writing between Sensus and all the applicable parties.

If an item is not listed in subparagraphs in item (D) above, such item is excluded from the Software as a Service and is subject to additional pricing.

2. Further Agreements
A.  System Uptime Rate.

Sensus (or its contractor) shall manage and maintain the Application(s) on computers owned or controlled by Sensus (or its contractors) and shall
provide Customer access to the managed Application(s) via internet or point to point connection (i.e., Managed-Access use), according to the terms
below. Sensus endeavors to maintain an average System Uptime Rate equal to ninety-nine (99.0) per Month (as defined below). The System Uptime
Rate, cumulative across all Applications, shall be calculated as follows:
System Uptime Rate = 100 x (TMO - Total Non-Scheduled Downtime minutes in the Month)
T™O

Calculations

a.  Targeted Minutes of Operation or TMO means total minutes cumulative across all Applications in the applicable month minus the Scheduled
Downtime in the Month.

b.  Scheduled Downtime means the number of minutes during the Month, as measured by Sensus, in which access to any Application is scheduled
to be unavailable for use by Customer due to planned system maintenance. Sensus shall provide Customer notice (via email or otherwise) at
least seven (7) days in advance of commencement of the Scheduled Downtime.

c.  Non-Scheduled Downtime means the number of minutes during the Month, as measured by Sensus, in which access to any Application is
unavailable for use by Customer due to reasons other than Scheduled Downtime or the Exceptions, as defined below (e.g., due to a need for
unplanned maintenance or repair).

Exceptions. Exceptions mean the following events:

o Force Majeure

o Emergency Work, as defined below; and

o Lack of Internet Availability, as described below.

a.  Emergency Work. In the event that Force Majeure, emergencies, dangerous conditions or other exceptional circumstances arise or continue
during TMO, Sensus shall be entitled to take any actions that Sensus, in good faith, determines is necessary or advisable to prevent, remedy,
mitigate, or otherwise address actual or potential harm, interruption, loss, threat, security or like concern to any of the Application(s) (“Emergency
Work”). Such Emergency Work may include, but is not limited to: analysis, testing, repair, maintenance, re-setting and other servicing of the
hardware, cabling, networks, software and other devices, materials and systems through which access to and/or use of the Application(s) by the
Customer is made available (the "Managed Systems”). Sensus shall endeavor to provide advance notice of such Emergency Work to Customer
when practicable and possible.

b.  Lack of Internet Availability. Sensus shall not be responsible for any deterioration of performance attributable to latencies in the public internet
or point-to-point network connection operated by a third party. Customer expressly acknowledges and agrees that Sensus does not and cannot
control the flow of data to or from Sensus’ networks and other portions of the Internet, and that such flow depends in part on the performance of
Internet services provided or controlled by third parties, and that at times, actions or inactions of such third parties can impair or disrupt data
transmitted through, and/or Customer’s connections to, the Intemnet or point-to-point data connection (or portions thereof). Although Sensus will
use commercially reasonable efforts to take actions Sensus may deem appropriate to mitigate the effects of any such events, Sensus cannot
guarantee that such events will not occur. Accordingly, Sensus disclaims any and all liability resulting from or relating to such events.

System Availability. For each month that the System Uptime Rates for the production RNI falls below 99.0%, Sensus will issue Customer the following

Service Level Credits:

Less than 99.0% but at least 97.5% 5% of the monthly RNI SaaS Fees in which the service level default
occurred (Note: Saa$ fees are pre-paid annually and for purposes
of SLA Credits are computed on a monthly basis.)

Less than 97.5% but at least 95.0% 10% of the monthly RNI SaaS Fees in which the service level
default occurred

Less than 95.0% 20% of the monthly RNI SaaS Fees in which the service level
default occurred

Service Level Credits for any single month shall not exceed 20% of the RNI SaaS Fee associated with the month in which the service level default occurred.
Sensus records and data will be the sole basis for all Service Level Credit calculations and determinations, provided that such records and data must be
made available to Customer for review and agreement by Customer. To receive a Service Level Credit, Customer must issue a written request no later
than ten (10) days after the Service Level Credit has accrued. Sensus will apply each valid Service Level Credit to the Customer’s invoice within 2 billing
cycles after Sensus’ receipt of Customer’s request and confirmation of the failure to meet the applicable Service Level Credit. Service Level Credits will
not be payable for failures to meet the System Uptime Rate caused by any Exceptions. No Service Level Credit will apply if Customer is not current in its
undisputed payment obligations under the Agreement. Service Level Credits are exclusive of any applicable taxes charged to Customer or collected by
Sensus. Sensus shall not refund an unused Service Level Credits or pay cash to Customer for any unused Service Level Credits. Any unused Service
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Level Credits at the time the Agreement terminates will be forever forfeited. THE SERVICE LEVEL CREDITS DESCRIBED IN THIS SECTION ARE THE
SOLE AND EXCLUSIVE REMEDY FOR SENSUS' FAILURE TO MEET THE SYSTEM UPTIME REQUIREMENT OR ANY DEFECTIVE SAAS
PERFORMANCE. IN NO EVENT SHALL THE AGGREGATE AMOUNT OF SERVICE LEVEL CREDITS IN ANY ANNUAL PERIOD EXCEED 20% OF
THE ANNUAL RNI SAAS FEE.

B. Data Center Site-Security. Although Sensus may modify such security arrangements without consent or notice to Customer, Customer acknowledges the
following are the current arrangements regarding physical access to and support of the primary hardware components of the Managed Systems:

i.
.
ii.
iv.
V.
vi.

The computer room(s) in which the hardware is installed is accessible only to authorized individuals.

Power infrastructure includes one or more uninterruptible power supply (UPS) devices and diesel generators or other alternative power for back-up
electrical power.

Air-conditioning facilities (for humidity and temperature controls) are provided in or for such computer room(s) and can be monitored and adjusted for
humidity and temperature settings and control. Such air systems are supported by redundant, back-up and/or switch-over environmental units.

Such electrical and A/C systems are monitored on an ongoing basis and personnel are available to respond to system emergencies (if any) in real time.
Dry pipe pre-action fire detection and suppression systems are provided.

Data circuits are available via multiple providers and diverse paths, giving access redundancy.

C. Responsibilities of Customer.

Customer shall promptly pay all Software as a Service fees.

Customer may not (i) carelessly, knowingly, intentionally or maliciously threaten, disrupt, harm, abuse or interfere with the Application(s), Managed
Systems or any of their functionality, performance, security or integrity, nor attempt to do so; (i) impersonate any person or entity, including, but not
limited to, Sensus, a Sensus employee or another user; or (iii) forge, falsify, disguise or otherwise manipulate any identification information associated
with Customer’s access to or use of the Application(s).

The provisioning, compatibility, operation, security, support, and maintenance of Customer’s hardware and software (“Customer’s Systems”) is
exclusively the responsibility of Customer. Customer is also responsible, in particular, for correctly configuring and maintaining (i) the desktop
environment used by Customer to access the Application(s) managed by Sensus; and (i) Customer’s network router and firewall, if applicable, to allow
data to flow between the Customer’s Systems and Sensus’ Managed Systems in a secure manner via the public Internet.

Upon receiving the system administrator account from Sensus, Customer shall create usemame and passwords for each of Customer’s authorized
users and complete the applicable Sensus registration process (Authorized Users). Such usernames and passwords will allow Authorized Users to
access the Application(s). Customer shall be solely responsible for maintaining the security and confidentiality of each user ID and password pair
associated with Customer’s account, and Sensus will not be liable for any loss, damage or liability arising from Customer’s account or any user ID and
password pairs associated with Customer. Customer is fully responsible for all acts and omissions that occur through the use of Customer’s account and
any user ID and password pairs. Customer agrees (i) not to allow anyone other than the Authorized Users to have any access to, or use of Customer’s
account or any user ID and password pairs at any time; (ii) to notify Sensus immediately of any actual or suspected unauthorized use of Customer’s
account or any of such user ID and password pairs, or any other breach or suspected breach of security, restricted use or confidentiality; and (iii) to take
the Sensus-recommended steps to log out from and otherwise exit the Application(s) and Managed Systems at the end of each session. Customer
agrees that Sensus shall be entitled to rely, without inquiry, on the validity of the user accessing the Application(s) application through Customer’s
account, account ID, usernames or passwords.

Customer shall be responsible for the day-to-day operations of the Application(s) and FlexNet System. This includes, without limitation, (i) researching
problems with meter reads and system performance, (ii) creating and managing user accounts, (iii) customizing application configurations, (iv)
supporting application users, (v) investigating application operational issues, (vi) responding to alarms and notifications, and (vii) performing over-the-air
commands (such as firmware updates or configuration changes).

D. Software Solution Components.

Description of Software Solutions. Sensus software consists of a core communication module and a set of applications. Some applications are
required to perform basic solution capabilities, other applications are optional and add additional capabilities and function to the overall solution. As
Customer’s business process expands and/or new Sensus offerings are made available, additional applications and functionality can dynamically be
added to the solution, provided Customer purchases such additional applications.
Regional Network Interface. The Regional Network Interface (RNI) or Sensus head-end is the centralized intelligence of the FlexNet network; the RNI's
primary objective is to transfer endpoint (such as meters) data to the Customer and the advanced feature applications. The RNl is adaptable to
Customer configurations by simultaneously supporting a wide range of FlexNet enabled endpoints; including but not limited to meters (electric, water,
gas), street lighting, and Home Area Network devices.
a.  Core Package

() Communication

1. Manages all inbound and outbound traffic to and from endpoints

Outbound routing optimization
Route analyzer
AES256 bit encryption of radio messages
Reports and metric details of network performance and troubleshooting aids
Management of RF equipment (base stations and endpoint radios)
(i) Data Collection

1. Missing read management

2. Management of duplicate reads

3. 60 day temporary storage
(iii) - Application integration

o ok W
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3.

Sensus Analytics

1. To Sensus Analytics applications
2. Enable 31 party application integration
3. Batch CMEP file export
4. Real-time access through MultiSpeak

(iv) Endpoint Management
1. Gas, water, electric, lighting concurrent support
2. Remote configuration
3. Remote firmware updates
4. Reports, metrics and Troubleshooting

(v)  User Management
1. Secure access
2. Password management
3. Definable user roles
4. User permissions to manage access to capabilities

Integration of RNI. Sensus shall provide RNI integration support services to Customer only to the extent specifically provided below:

(i)  Sensus shall meet with the representative from the Customer’s system(s) targeted for integration to determine which integration method is
appropriate (e.g., Multispeak, CMEP, etc.).
1. In scope and included integration efforts: Provide the gateway URLSs to the integrating system as needed, provide Customer with

standard integration API documentation, validate and test that the correct Customer information is flowing into and/or out of the RNI.
2. Out of scope and subject to additional charges: Modifications or extensions to the standard API provided by Sensus and any integration
efforts not outlined above as in scope and included.

(i)  Customer Responsibilities:
1. Provide Sensus with information about the relevant information Customer wishes to transfer and integrate with the RNI.
2. Establish the network and security required for the two systems to reasonably communicate.
3. Verify integration to third party system functionality is working as intended.

(iii) If an item is not listed in subparagraph (i) above, such item is excluded from the integration of Sensus RNI Support and is subject to additional
pricing.

Sensus Analytics is a cloud-based solution and data platform that allows storage and retrieval of raw reads and data from other sources for analysis, exportation, and
inquiry or reporting. The platform provides applications and reporting capabilities.

A. Essential Package. The Essential Package of the Sensus Analytics Application shall consist of the following modules:
Device Access

Se mo oo oop

Allows search for meter details by using data imported from the billing system or the Sensus Device ID or AMI ID.

Allows a view of the meter interval or register reads.

Meter data is available to be copied, printed, or saved to certain user programs or file formats, specifically CSV, PDF, and Spreadsheet.
Allows the current and historical data to be viewed.

Allows the current usage to be compared to historical distribution averages.

Allows the user to see the meter location on a map view.

Allows notifications for an event on a single meter to be forwarded to a Customer employee.

Allows details to be viewed about a meter — (dependent on the data integrated from other systems).

Meter Insight (provides the following)

a.  #ofactive meters.

b.  # of orphaned meters with drill down to the list of meters.

c.  #ofinactive meters with usage drill down to the list of meters.

d.  #of stale meters with drill down to the list of meters.

e.  #of almost stale meters with drill down to the list of meters.

f. #of meters where no read is available with drill down to the list of meters.

g.  #of meters with maximum threshold exceptions with drill down to the list of meters.

h.  # of meters with minimum threshold exceptions with drill down to the list of meters.

i. # of unknown radios with drill down to the list of meters.

Report Access

a.  Allows the user to see meter alarms and choose a report from a list of standard reports.

b.  Master Route Register Reads: Shows the latest reads for all meters within specified time window.

c.  Meter Route Intervals Reads: Allows users to inspect intervals of a single meter over a period of time.

d.  Master Route No Readings: List all meters that are active in the system, but have not been sending reads within the specified time window.
e.  Consumption Report: List meters’ consumption based on meter readings within the specified time window.
f. Zero Consumption for Period: List meters whose readings do not change over a period of time.
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g.  Negative Consumption: Shows the number of occurrences and readings of negative consumption for the last 24hr, 48hr and 72hr from the
entered roll up date.

h.  High Low Exception Report: Displays meters whose reads exceed minimum or/and maximum threshold, within a time range.

i. Consumption vs Previous Reported Read: Compares latest reading (from RNI) with last known read received from CIS.

I8 Consumption Exception 24 hour Report: This report shows meters that satisfy these two conditions: (1) The daily average consumptions exceed
entered daily consumption threshold; (2) The number of days when daily thresholds are exceeded are greater than the entered exception per day
threshold.

k. Endpoint Details: Shows the current state of meters that are created within the specified time range.

I Orphaned Meters: List meters that are marked as ‘orphaned’, which are created as of entered Created as of parameter.

m.  Billing Request Mismatch: Displays meters in a billing request that have different AMR id with the ones sent by RNI. It also shows AMR id in
billing request that have different meter Id in the RNI. Users must enter which billing request file prior to running the report.

n. Al Alarms Report: List all alarms occurred during a time window. Users can select which alarm to show.

iv.  Billing Access

a. Initiate the creation of billing export files formatted to the import needs of the billing system.

b.  Receive billing request files from the billing system to identify what meters to include in the billing export file in the case where billing request file
option is used.

c.  Provides a repository of past billing files that were either used for billing preparation or actually sent to the billing system.

d. Wil store created billing files for a period of three years unless otherwise denoted.

e.  The system will allow creation of test files before export to the billing system.

v.  Billing Adaptor
a.  The underlying configurator and tools mapping the extraction of billing data to enable integration to the utility’s billing system.
vi. Data Store

a.  Allows storage of meter reading data including Intervals, Registers, and Alarms to be stored.

b.  Stored data is available online for reports and analysis.

c.  Data will be retained for 3 years. Additional duration can be purchased.

B. Enhanced Package. The Enhanced Package shall consist of the modules listed above in the Essential Package, as well as the following additional modules:
i.  Alarm Insight
a.  Allows the user to summarize and filter alarms by a date range.
b.  Allows the user to review all alarm types on a single screen.
c The user can filter out the alarms not wanted on the screen.
d.  Alarm totals can be visualized.
e.  Adds a view of trending alarms over time.
f. Click to drill down on an alarm to gain more information on specific events.
g.  Click to analyze a specific event on a particular device.
ii.  Alert Manager
a.  Allows creation of alert groups who will be notified when an alarm occurs.
b Users can manage alert groups by adding and removing group members.
c.  Allows selection of notification method for how end users in the group will be notified; email or SMS (text message).
d.  Allows creation of an alert from the available system events from smart points and assign to a group.
e Monitors the systems meters for events. When an event is triggered, all users in the group will be notified.

C.  Sensus Analytics Customer Portal. The Customer Portal (CP) is a cloud-based platform that aggregates data from several sources. The CP Package may
consist of the following modules or widgets, provided Customer purchases access to the modules:
i. Web Portal Standard Features
Self-serve sign up and account/password management
Dynamic sizing to work on most standard browsers
Customizable logo and backdrop images
Capable of supporting multiple languages (Spanish and English standard)
Provides links to bill payment and support web locations. (Single Sign On access is not standard)
Supports multiple accounts and multiple meters
Supports multiple Units of Measure (UoM)
Exportable data
Alerts and Notifications that can be delivered to the customers’ points of contact
Support for multiple alert recipients
Admin Management of Widgets Displayed
Water usage in 100 gallon increments, in hourly intervals.
Gas usage in CCF increments, in hourly intervals.
Electric usage in kWh, in 15 minute intervals.
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D.

Vi

Vii.

viii.

Web Portal Additional Features

a.  Single Sign: Integration to other web services in a manner that does not require the user to login multiple times
b.  Presentation of Tier Limits and Tier Alerts

Dashboard Page Widgets

a.  Current Billing Cycle View Widget: Allows the customer to view how much water they have used since the billing cycle has started.
b.  Alerts: Shows the alerts created by meters or usage alerts

c.  Notifications: Allows messages to be sent to customers by the Utility — Sent via Text, Email or presented on the Portal
d.  Billing Cycle Threshold: Shows users progress toward Billing Cycle Usage Target set as an alert
Add-on Dashboard Widgets

a.  Watering Schedule: Presents data regarding the days and times that the account can use outdoor water
b.  Bill Estimate: Provides an estimate of the cost of the water used in the billing cycle.

c.  Sandbox: Provides a widget space for the utility to place documents, links, and videos. (up to 100Mb)
Usage Details Features

a.  Consumption in various time periods

b.  Exportable to other file formats

¢.  Temperature and Rainfall data

Meters Features

a.  Meter information including Meter #, address, current reading,

b.  Meter Nicknames

Settings — Usage Alerts (per meter)

a.  Billing Cycle Usage Alert

b.  Daily Usage Alert

c.  Vacation Alerts

Settings — Usage Alerts Additional Features

a.  TierAlerts

Alert Recipients Features

a.  Editable selection of alerts to receive

b.  Additional Recipient management

User Settings Features

a.  Change of email address

b.  Customer management of points of contact

c.  Customer capability to add additional accounts

d.  Customer password management (Self-serve)

Integration of Sensus Analytics. Sensus shall provide integration support services to Customer only to the extent specifically provided below:

vi.

Vii.

Sensus shall provide Customer with a simple flat file specification known as VFlex for the integration of the Customer’s back office system to the Sensus

Analytics modules. The VFlex shall contain the following types of information: Device ids, end users in the system, end user status, end user account

information, end user name, and other end user details. This flat file may be delimited or fixed width. Customer shall produce this file and transmit it to

the FTP location designated by Sensus. When sent to the Sensus FTP servers, this file exchange will enable the system to become operational with the

Customer’s systems. Customer shall produce this file and transmit it to the FTP location designated by Sensus. Sensus will provide reasonable support

to explain to Customer the required vs. optional fields that are in the specification, testing and validation of the file format and content.

In scope and included integration efforts: kick-off meeting to engage all required parties, mapping the Customer's fields to the VFlex specification,

validation of expected output, and a two (2) hour system review of Sensus Analytics application and integration with the Customer’s system (conducted

remotely).

Out of scope and subject to additional charges will be the transformation of data where business logic including code must be written to modify the field

content or format of the data to meet the VFlex specification.

Sensus’ integration services consist of four (4) hours of assistance (remote or on-site, as determined by Sensus). If additional time is needed to

complete the integration efforts, Sensus shall invoice Customer for additional fees on an actual time and materials basis.

If an item is not listed in subparagraphs (i) or (ii) above, such item is excluded from the integration of Sensus Analytics Support and is

subject to additional pricing.

Data Import. The Sensus Analytics Application contains adapters for the import of data from; (a) Customer’s FlexNet System; and/or (b) AutoRead

application for handheld and drive by systems, as applicable.

Customer Acknowledgements.

a.  Customer acknowledges that the Sensus Analytics Application provides up to fifty (50) user logins for Customer’s use.

b.  Customer acknowledges and agrees the Sensus Analytics Application is based upon the actual number of End Users within Customer’s Service
Territory. Pricing may increase if Customer’s Service Territory or actual number of End Users expands.

c.  Customer acknowledges that all data related to the Sensus Analytics Applications is geographically hosted within the United States of America.
Customer accepts the geographic location of such hosting, and indemnifies Sensus for any claims resulting therefrom.

d.  Customer acknowledges and agrees that the Intellectual Property provisions of this Agreement apply in all respects to Customer’s access to and
use of the Sensus Analytics Applications.
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e.  Customer is responsible for validating the data analyzed by the Sensus Analytics Applications. Sensus makes no promises of improving
Customer’s operations or saving Customer money, nor is Sensus liable for any damages resulting from decisions made by Customer related to
Customer’s use of Sensus Analytics.

4. Third Party Software.

A

RedHat Linux.If Sensus is providing Customer with a license to use RedHat Linux Software, Customer agrees to the following:

By entering into this Agreement, Customer agrees to abide by and to be legally bound by the terms and conditions of the Red Hat End User License Agreements
identified below, each of which are incorporated into this Agreement by reference and are available at the websites identified below. Please read the Red Hat
End User License Agreements and incorporated references carefully.

Subscription: End User License Agreement:
Red Hat Enterprise Linux http://www.redhat.com/licenses/rhel_rha_eula.html
JBoss Enterprise Middleware http://lwww.redhat.com/licenses/jboss_eula.html
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FERGUSON

Charge for over 1500 users

ATTACHMENT A

FERGUSON WATERWORKS Waterworks
801 CANDELARIA NE Meter & Automation Group
ALBUQUERQUE, NM 87107
FROM: BOB FERLIC
CELL PHONE 208.921.9031
FAX NUMBER 208.743.1164
PROJECT: County of Los Alamos DATE: 1-Jun-20
Customer Portal Quote
Los Alamos, NM
UNIT TOTAL
QUANTITY DESCRIPTION WIEGHT PRICE PRICE
One Time Fees
1 Training (AMI FlexNet Core Training) .0 1,430.00 1,430.00
1 Customer Portal Setup Fee .0 7,142.86 7,142.86
1 Customer Portal Customer Information System .0 11,714.29 11,714.29
1 Customer Portal Training .0 2,571.43 2,571.43
Year 1
Customer Portal Core (1500) - Annual Minimum
1 User Fee .0 7,142.86 7,142.86
1 Customer Portal Text Messages Unlimited .0 257.14 257.14
Customer Portal Core - Annual Overage user Fee .0 3.00
Charge for over 1500 users
Year 2
Customer Portal Core (1500) - Annual Minimum
1 User Fee .0 7,363.79 7,363.79
1 Customer Portal Text Messages Unlimited .0 264.29 264.29
Customer Portal Core - Annual Overage user Fee .0 3.53
Charge for over 1500 users
Year 3
Customer Portal Core (1500) - Annual Minimum
1 User Fee .0 7,591.51 7,591.51
1 Customer Portal Text Messages Unlimited .0 272.86 272.86
Customer Portal Core - Annual Overage user Fee .0 3.64
Charge for over 1500 users
Year 4
Customer Portal Core (1500) - Annual Minimum
1 User Fee .0 7,826.30 7,826.30
1 Customer Portal Text Messages Unlimited .0 281.43 281.43
Customer Portal Core - Annual Overage user Fee .0 3.76



Year 5
Customer Portal Core (1500) - Annual Minimum
User Fee

Customer Portal Text Messages Unlimited
Customer Portal Core - Annual Overage user Fee
Charge for over 1500 users

Year 6
Customer Portal Core (1500) - Annual Minimum
User Fee

Customer Portal Text Messages Unlimited
Customer Portal Core - Annual Overage user Fee
Charge for over 1500 users

Year 7
Customer Portal Core (1500) - Annual Minimum
User Fee
Customer Portal Text Messages Unlimited
Customer Portal Core - Annual Overage user Fee
Charge for over 1500 users

Year 8
Customer Portal Core (1500) - Annual Minimum
User Fee
Customer Portal Text Messages Unlimited
Customer Portal Core - Annual Overage user Fee
Charge for over 1500 users

Year 9
Customer Portal Core (1500) - Annual Minimum
User Fee
Customer Portal Text Messages Unlimited
Customer Portal Core - Annual Overage user Fee
Charge for over 1500 users

Year 10
Customer Portal Core (1500) - Annual Minimum
User Fee

Customer Portal Text Messages Unlimited
Customer Portal Core - Annual Overage user Fee
Charge for over 1500 users

Standard Core Fee include up to 1500 users in the

Customer Portal

Portal Fees changed Annually at Anniversary date.

o o

o

o o

o

o

o

o

Users greater than 1500 will be changed at indicated

rate per year.
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8,068.36
298.57
3.87

8,317.90
307.80
3.99

8,576.59
317.31
411

8,841.84
327.13
4.24

9,115.30
337.24
4.37

9,397.21
347.67
4.50

8,068.36
298.57

8,317.90
257.14

8,576.59
317.31

8,841.84
327.13

9,115.30
337.24

9,397.21
347.67





